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. Abstract A
Multi-Processor System-on-Chip (MPSoC) architectures, in particular Network-on-Chip (NoC) based ones,
have emerged as a design concept to cope with increased complexity of modern applications. However, the
increasing heterogeneity, coupled with possibility of reconfiguration, makes security become one of major
concerns in MPSoC design. The protection strategies must consider security at both - component and

k system level. This work present one possible approach to these issues /
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/ System level security
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Conclusions and ongoing work

Efficient security strategies for NoC based MPSoCs require hierarchical approach that considers protection
of each system component as well as system as a whole. Presented work shows one approach to the
problem. The proposed solutions are realized and verified in FPGA on Virtex-Il board. Ongoing work
N considers integrated full protection solution that would be able to monitor the system and act autonomously y
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